18 Tips for
Internet Safety

1. Logout of a password
protected site when you are
finished using it. This stops
someone else seeing what you
have been doing online.

2. Keep your passwords private.
Passwords should include letters
and numbers, and they could even

v be phrases.

3. Look for the padlock symbol in
the address bar at the top of
the browser before doing any
online buying.

4. lgnore ‘friend requests’ on social
media from strangers.

5. Tell a trusted adult if you
discover that someone is
saying unpleasant things
about you on social media.
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9. Don’t believe
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1. Don’t use the word

PASSWORD as your password.
It is too easy for someone else
to guess.

2. Don’t type in all your personal

details just because a site asks for
them. Think about why they want
to know all about you.

3. Don’t click on blinking links that

promise free downloads. They
may send viruses or malware to
your computer.

4. Don’'t be an Internet troll who

upsets other people by posting
nasty comments.

everything you
see or read on
the Internet.
Fake news is
everywhere!




